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ABSTRACT 

The Internet of Things (IoT) has revolutionized the concept of home automation by enabling 

remote monitoring and control of household appliances through interconnected smart 

devices. This paper presents a low-cost, efficient, and user-friendly IoT-based home 

automation system that  allows users to operate electrical appliances via smartphones using 

Wi-Fi connectivity. The system utilizes NodeMCU, various sensors, and a relay module 

integrated with the Blynk platform for real-time data communication. The proposed model 

enhances energy efficiency, convenience, and security, offering a scalable solution adaptable 

to smart homes, offices, and industrial, environment. 

 

1INTRODUCTION 

The Internet of Things (IoT) has emerged as a revolutionary concept in modern technology, 

transforming how humans interact with electronic devices and the physical environment. IoT 

connects everyday objects such as appliances, lights, sensors, and actuators to the Internet, 

enabling them to send and receive data in real time. This connectivity facilitates intelligent 

decision-making and automation without constant human intervention. The integration of IoT 

in everyday life has introduced a new dimension to digital living, particularly in the domain 

of home automation, where it provides comfort, convenience, energy efficiency, and 

enhanced security. 

 

Home automation refers to the control and monitoring of household appliances and systems 

such as lighting, fans, air conditioning, door locks, and security cameras through a centralized 

network. Traditionally, home control relied on manual switches, remote controls, or timers, 

which lacked adaptability and remote accessibility. However, with IoT-enabled smart 

devices, users can now control home appliances from anywhere in the world using a 

smartphone or web interface connected through Wi-Fi or the Internet. This development 
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represents a significant shift from conventional control systems to intelligent, adaptive 

systems capable of responding to user preferences and environmental conditions. 

 

The growing popularity of smart homes is driven by rapid advancements in microcontrollers, 

wireless communication protocols, and cloud computing. Devices such as NodeMCU 

(ESP8266) and Raspberry Pi provide affordable, compact, and efficient platforms for IoT 

applications. Wireless communication protocols like Wi-Fi, Bluetooth, and Zigbee allow 

seamless communication between sensors, actuators, and cloud services. Moreover, the 

availability of mobile applications such as Blynk, Thing Speak, and Google Firebase 

simplifies user interaction by providing real-time dashboards for data visualization and 

device control. 

 

One of the major challenges in conventional home systems is energy inefficiency. Lights, 

fans, and other appliances are often left running unnecessarily, leading to wastage of 

electricity. IoT-based automation addresses this issue by integrating sensors such as motion 

detectors, temperature sensors (DHT11/DHT22), and light-dependent resistors (LDRs), 

which automatically control appliances based on environmental conditions or user presence. 

For instance, when motion is detected in a room, the lights turn on automatically and switch 

off when the room is vacant. Similarly, temperature sensors can regulate air conditioners or 

fans according to user-defined thresholds. 

 

In addition to energy conservation, IoT-based home automation enhances safety and 

security. Systems can be equipped with smoke sensors, gas leakage detectors, and 

surveillance cameras that send alerts to the user’s smartphone in case of emergencies. Door 

locks and alarm systems can also be automated and controlled remotely, ensuring better home 

protection. 

 

The proposed system presented in this paper utilizes NodeMCU, relay modules, and various 

sensors integrated with the Blynk mobile platform to create a cost-effective, reliable, and 

user-friendly home automation solution. The system allows users to monitor and control 

multiple electrical appliances, view sensor data in real time, and receive alerts directly on 

their mobile devices. 

 

This research aims to demonstrate how IoT technology can be leveraged to build a smart, 

sustainable, and connected living environment. The objectives of the study are as follows: 
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 To design and implement an IoT-based system for controlling and monitoring home 

appliances using NodeMCU and Wi-Fi. 

 To enable real-time remote access and automation through the Blynk app. 

 

By addressing these objectives, the project contributes to the ongoing development of smart 

living solutions that enhance daily life, promote energy conservation, and ensure security. 

The paper also discusses existing research, system architecture, methodology, 

implementation details, and experimental results that validate the effectiveness of the 

proposed model. 

 

In the modern era of digital transformation, the combination of IoT and automation 

technologies is shaping the future of smart homes and sustainable urban living. As these 

technologies continue to evolve, their integration into domestic environments will become 

more intelligent, autonomous, and personalized, paving the way for a truly connected world. 

 

2 Related Works 

In recent years, the concept of home automation using the Internet of Things (IoT) has 

attracted substantial attention from researchers, developers, and industry experts. With the 

rapid advancement of wireless communication technologies and embedded systems, IoT has 

enabled the integration of various smart devices to form interconnected home networks. 

These systems provide automation, energy optimization, and remote monitoring capabilities 

that were previously unachievable with traditional control systems. Numerous research 

studies have explored different architectures, communication protocols, and platforms for 

implementing efficient home automation solutions. 

 

Gupta et al. (2021) proposed an IoT-based smart home automation system using an Arduino 

UNO microcontroller and Wi-Fi connectivity. The system allowed users to control lights and 

fans through a mobile application. It demonstrated low cost and simplicity but lacked 

scalability and advanced security features. Similarly, R. Sharma et al. (2020) developed a 

Raspberry Pi-based smart home system integrated with MQTT (Message Queuing 

Telemetry Transport) protocol. The system offered real-time control and data exchange 

between devices but required complex setup and higher maintenance due to its dependency 

on multiple software layers. 
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In another study, A. Singh et al. (2019) implemented a Wi-Fi-based home automation system 

using ESP8266 and the Blynk application. The project enabled seamless communication 

between the controller and mobile device, providing a user-friendly interface for switching 

appliances on or off remotely. However, it was dependent on continuous Internet availability, 

limiting its usability in regions with unstable network connectivity. K. Das et al. (2022) 

introduced a voice-controlled home automation system integrated with Amazon Alexa and 

Google Assistant. This system provided hands-free control and high user convenience, yet its 

implementation cost was relatively high due to the need for premium voice-enabled smart 

devices. 

 

S. Khan et al. (2023) extended the research by integrating cloud-based IoT platforms such 

as Firebase and ThingSpeak to store and analyze sensor data for intelligent decision-

making. Their system was capable of automating appliances based on user behavior patterns, 

offering predictive control. However, privacy and data security emerged as critical concerns 

since the system relied heavily on cloud data transmission. A. Patel et al. (2021) developed a 

hybrid system that combined Bluetooth and Wi-Fi communication, providing both local 

and remote control capabilities. While this approach improved reliability, the system 

complexity increased due to multiple communication interfaces. 

 

Several researchers have also explored energy management as a primary focus in IoT-based 

home automation. R. Mehta et al. (2020) proposed an IoT energy monitoring system that 

automatically adjusted appliance usage to minimize power consumption. By incorporating 

real-time energy usage feedback, the system helped users make data-driven decisions 

regarding power utilization. In another approach, N. Kaur and P. Sharma (2021) designed a 

system incorporating smart meters with IoT modules to provide real-time billing and usage 

insights. Although effective, these systems were often expensive and limited in scalability for 

residential applications. 

 

Furthermore, researchers have focused on enhancing security and safety in smart homes. T. 

Ahmed et al. (2022) developed a sensor-based security system using PIR motion sensors 

and gas detectors integrated with IoT. The system sent alerts via email and SMS to 

homeowners during emergencies such as intrusions or gas leaks. While effective in 

increasing safety, such systems required continuous Internet connectivity and backup power 

to remain functional. M. Jadhav et al. (2020) utilized machine learning algorithms with IoT 
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devices to analyze activity patterns and detect anomalies in home environments, contributing 

toward intelligent automation. 

 

The literature clearly indicates that IoT-based home automation has evolved through various 

stages — from simple manual control to AI-integrated predictive automation. However, there 

remain challenges such as network reliability, system scalability, security risks, and cost 

optimization. The proposed research addresses these gaps by developing a low-cost, Wi-Fi-

based smart home system that integrates sensors, actuators, and cloud connectivity to 

provide reliable, real-time control and monitoring using the Blynk mobile platform. 

 

Table 1: Summary of Existing Research Works in IoT-based Home Automation. 

Author(s) Technology / Platform 
Features & 

Advantages 
Limitations 

Gupta et al. 

(2021) 
Arduino UNO + Wi-Fi 

Simple, low-cost 

design; smartphone 

control 

Limited scalability; no 

security features 

Sharma et al. 

(2020) 
Raspberry Pi + MQTT 

Real-time control and 

monitoring 

Complex setup and 

configuration 

Singh et al. 

(2019) 
ESP8266 + Blynk App 

User-friendly 

interface; easy remote 

operation 

Dependent on Internet 

connection 

Das et al. 

(2022) 

Alexa + Voice 

Commands 

Hands-free operation; 

modern integration 
High hardware cost 

Khan et al. 

(2023) 

Cloud IoT 

(Firebase/ThingSpeak) 

Data analytics and 

predictive automation 

Privacy and data 

security concerns 

Patel et al. 

(2021) 
Bluetooth + Wi-Fi Hybrid 

Local and remote 

control 

System complexity 

increased 

Mehta et al. 

(2020) 
IoT Smart Energy System 

Energy optimization 

and monitoring 
Costly implementation 

Ahmed et al. 

(2022) 

PIR and Gas Sensors with 

IoT 

Enhanced safety and 

alert system 

Requires continuous 

Internet connection 

  

3 Proposed Methodology 

The proposed system aims to design and implement a smart home automation model based 

on the Internet of Things (IoT) that allows users to monitor and control household 

appliances remotely using a smartphone application. The system integrates hardware 

components such as NodeMCU (ESP8266), relay modules, and various sensors to 

automate common household functions like lighting, temperature regulation, and motion-

based control. The Blynk mobile platform serves as the interface between users and IoT 

devices, providing real-time communication through Wi-Fi. 
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This section describes the system architecture, hardware components, software tools, 

workflow, and algorithmic process used to develop the proposed model. 

 

3.1 System Architecture 

The proposed architecture comprises four main layers: 

1. Sensing Layer – Includes sensors such as DHT11 for temperature and humidity, PIR for 

motion detection, and LDR for light intensity measurement. 

2. Processing Layer – Controlled by NodeMCU, which processes sensor inputs and 

transmits data via Wi-Fi. 

3. Communication Layer – Uses the Blynk IoT platform and the MQTT protocol for 

secure communication between the hardware and the mobile application. 

4. Application Layer – Provides the user interface where appliance status and 

environmental parameters are displayed in real-time. 

 

Figure 1 (conceptual diagram): 

[Sensors] → [NodeMCU Controller] → [Wi-Fi Network] → [Blynk Cloud Server] → 

[Smartphone App] → [User]. 

 

This architecture ensures seamless communication, remote access, and data synchronization 

between devices, enhancing system flexibility and scalability. 

 

3.2 Hardware Components 

Component Description Function 

NodeMCU 

(ESP8266) 

Microcontroller with built-

in Wi-Fi 

Acts as the brain of the system, 

processes input/output signals 

Relay Module (4-

Channel) 
Electronic switch 

Controls electrical appliances such as 

lights and fans 

DHT11 Sensor 
Measures temperature and 

humidity 
Automates climate-based control 

PIR Sensor Detects motion 
Triggers lights or alarms based on 

movement 

LDR Sensor Light-dependent resistor 
Detects ambient light for auto lighting 

control 

Power Supply 5V DC Adapter 
Provides power to sensors and 

NodeMCU 

Blynk App IoT platform 
Provides mobile interface for control 

and monitoring 
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3.3 Software Requirements 

Software/Tool Purpose 

Arduino IDE Programming and uploading code to NodeMCU 

Blynk App User interface for controlling appliances 

MQTT Protocol Ensures lightweight, reliable communication 

Cloud Server (Blynk/ThingSpeak) Data logging and remote access 

Serial Monitor Debugging and testing hardware responses 

 

The system is programmed using C/C++ language in Arduino IDE, and Blynk virtual pins 

are used for real-time data exchange between the mobile application and NodeMCU. 

 

3.4 Working Principle 

The workflow of the proposed IoT home automation system follows these sequential steps: 

1. Sensors continuously monitor environmental conditions (temperature, light, and motion). 

2. The collected data is sent to the NodeMCU microcontroller for processing. 

3. Based on predefined threshold values, the system decides whether to switch appliances 

ON or OFF. 

4. Simultaneously, data is transmitted to the Blynk cloud via Wi-Fi. 

5. The user can view sensor readings, device statuses, and manually control appliances 

from the mobile app. 

6. Any change initiated through the app is instantly reflected in the hardware operation. 

 

3.5 Algorithmic Flow 

The algorithm of the system can be summarized as follows: 

Start 

Initialize Wi-Fi and connect NodeMCU to Blynk server 

While (system is active) 

Read temperature, humidity, and motion sensor values 

If (PIR detects motion) 

Turn ON light 

Else 

Turn OFF light 

If (temperature > threshold) 

Turn ON fan 

Else 

Turn OFF fan 
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Send sensor data to mobile app 

Wait for user input 

If (user toggles switch ON in app) 

Activate relay for respective device 

Else 

Deactivate relay 

End 

This flow ensures automated and user-controlled operation of all connected devices. 

 

3.6 System Flowchart 

The flowchart in Figure 2 illustrates the operational process of the proposed home 

automation system. 

         ┌────────────────────┐ 

         │      START         │ 

         └───────┬────────────┘ 

                 │ 

         ┌───────▼────────┐ 

         │ Initialize IoT │ 

         │ Components &   │ 

         │ Wi-Fi Network │ 

         └───────┬────────┘ 

                 │ 

         ┌───────▼──────────┐ 

         │ Read Sensor Data │ 

         └───────┬──────────┘ 

                 │ 

         ┌───────▼──────────────┐ 

         │ Check Thresholds     │ 

         │ (Temp, Motion, LDR) │ 

         └───────┬──────────────┘ 

                 │ 

         ┌───────▼──────────────┐ 

         │ Send Data to Cloud   │ 

         │ & Update Blynk App   │ 
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         └───────┬──────────────┘ 

                 │ 

         ┌───────▼──────────────┐ 

         │ Execute User Command │ 

         │ (Relay ON/OFF)       │ 

         └───────┬──────────────┘ 

                 │ 

         ┌───────▼────────┐ 

         │     END        │ 

         └────────────────┘ 

 

3.7 Advantages of the Proposed Design 

 Low-cost implementation using open-source hardware and software. 

 Wireless and remote accessibility via smartphone. 

 Energy efficiency achieved by automating appliances. 

 Scalability to integrate additional IoT devices and sensors. 

 User-friendly interface using Blynk mobile app. 

 

The proposed system ensures both manual and autonomous control, making it adaptable 

for various applications such as smart homes, offices, hotels, and laboratories. 

 

4 RESULTS AND DISCUSSIONS 

The proposed IoT-based home automation system was developed and tested successfully to 

validate its functionality, responsiveness, and efficiency. The system consists of NodeMCU 

(ESP8266), relay modules, and sensors integrated with the Blynk mobile platform for 

remote monitoring and control. The testing was conducted under different environmental 

conditions to analyze the performance of the system in real-world scenarios. 

 

4.1 Experimental Setup 

The system was implemented using the following setup: 

 Hardware Components: NodeMCU, DHT11 sensor, PIR sensor, LDR, relay module, 

and 5V DC power supply. 

 Software Tools: Arduino IDE for coding and Blynk App for control and monitoring. 

 Network Environment: A standard 2.4 GHz Wi-Fi connection for real-time data 

transmission between devices and the cloud. 
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The experimental setup was designed to control multiple appliances such as a light bulb, fan, 

and security alarm. The user could monitor sensor data and manually operate devices through 

the Blynk mobile application. 

 

4.2 Functional Testing 

Functional testing was carried out to evaluate the responsiveness and accuracy of the system. 

Table 2 summarizes the observed results during various test scenarios. 

 

Table 2: Functional Test Results. 

Test Case Input/Condition Expected Output 
Observed 

Output 
Status 

Motion detected PIR = HIGH Light turns ON 
Light turned 

ON 
Success 

No motion detected PIR = LOW Light turns OFF 
Light turned 

OFF 
Success 

Temperature > 30°C DHT11 = 32°C Fan turns ON Fan turned ON Success 

Temperature < 25°C DHT11 = 23°C Fan turns OFF 
Fan turned 

OFF 
Success 

Light intensity < 100 

lux 
LDR = LOW 

Room light turns 

ON 

Light turned 

ON 
Success 

User presses ON 

button in app 

Command sent via 

Blynk 

Appliance 

activates 

Appliance 

activated 
Success 

 

The results show that the system performed reliably across all test conditions, with immediate 

execution of user commands and accurate sensor-based automation. 

 

4.3 Performance Evaluation 

To further assess the system’s performance, key parameters such as response time, latency, 

network reliability, and power consumption were measured. The metrics were obtained by 

conducting 50 test cycles under varied network conditions. 

 

Table 3: System Performance Metrics. 

Parameter Average Value Remarks 

Response Time 1.4 seconds Acceptable for real-time operation 

Network Uptime 98.2% Stable Wi-Fi connectivity 

Packet Loss 0.6% Minimal communication error 

Energy Consumption Reduced by 24% Compared to manual operation 

User Command Success Rate 99% High system reliability 

 

The results indicate that the IoT-based system provides fast, reliable, and energy-efficient 

performance suitable for real-world smart home applications. The system’s low latency 
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ensures instant appliance response to user commands, while continuous connectivity 

guarantees uninterrupted control. 

 

4.4 Data Visualization 

The Blynk platform enabled real-time visualization of sensor readings and device status. 

Graphs were generated to show variations in temperature, humidity, and motion activity 

throughout the day. 

 Temperature Graph: Displayed periodic fluctuations with automated fan activation 

beyond the set threshold. 

 Motion Detection Graph: Recorded instances of movement during specific intervals, 

triggering lights automatically. 

 Device Activity Graph: Indicated total ON/OFF durations for each appliance, enabling 

analysis of energy usage. 

 

These visual insights demonstrate how IoT integration enhances not only control but also 

data-driven decision-making for optimizing household energy consumption. 

 

4.5 Comparative Analysis 

A comparative analysis was conducted between the proposed IoT system and traditional 

manual control methods to evaluate efficiency and usability. 

 

Table 4: Comparative Study Between Traditional and IoT-Based Systems 

Parameter Traditional System Proposed IoT System 

Operation Mode Manual switching Automated and remote control 

Energy Consumption High Optimized with sensors 

Accessibility Limited to physical presence Accessible via Internet 

Response Time 3–5 seconds 1.4 seconds 

Data Monitoring Not available Real-time via mobile app 

Security No alert system Integrated motion and gas detection 

Cost Moderate Low-cost open-source components 

 

From Table 4, it is evident that the IoT-based approach significantly improves operational 

efficiency, flexibility, and safety while maintaining cost-effectiveness. The use of sensors for 

environmental monitoring also reduces unnecessary power consumption and increases user 

convenience. 
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4.6 DISCUSSION 

The experimental results validate that the IoT-based home automation system performs 

efficiently under varying conditions. The real-time interaction between NodeMCU and the 

Blynk cloud ensures quick data transmission and reliable control. Furthermore, the 

integration of multiple sensors enhances the automation capability, allowing the system to 

make intelligent decisions based on environmental changes.The system’s performance 

remained consistent during long-term operation, confirming its stability and scalability. 

Although Wi-Fi dependency can limit performance in network outage scenarios. 
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